ESGF Project Schedule

Red represents level one urgency – must be done for March release

Yellow represents level two urgency – can be done at a immediately after the March release (possibly in the next one to two months after the March release)

Blue represents level three urgency – can be done anytime after all level two updates (possibly three to six months after the March release)

ESG Publisher Schedule

· Red: Complete the release of the publisher with versioning [Dependency on the Gateway’s release with versioning], testing is also required

· Red: Install bleeding edge Publisher at NCAR-only for testing

· Red: Official list of CMIP-5 enumerated best practices configuration for CMIP-5

· Red: Republish with data sets at the level of Realm

· Red: Finish CMIP-5 handler logic of CMIP-5 to make sure CMIP-5 data is publishable

· Blue: Update the GUI to minimally represent the latest changes (such as versioning, general updates, etc.)

· Red: Complete tutorial on how to use the publisher 

· Yellow: Work with Roland to finish up the THREDDS catalog modifications for LAS [Roland is waiting on the Publisher to complete its task]

· Blue: Replication – complete publisher/replication api

Data Node Manager and Integration

· Metrics (counts and magnitudes)

· User data downloads – histogram

· Experiment downloads – histogram

· Variables downloads – histogram

· Yellow: LAS metrics [Dependency on LAS]

· Monitoring

· Total disk space per partition

· Total free space

· CPU – how many cores and how fast

· Red: memory

· Notification

· Red: [Dependency on the completion of versioning]

· Blue: [Dependency on attribute service]

· Installation

· Red: PKI Trustroots
· Red: Install Data Node on pcmdi3.llnl.gov

· Red: General cleanup 

· Yellow: LAS installation

· Yellow: VMware and XEN

· Blue: BDM installation integration

Authentication and Authorization
· Yellow: On confluence server node implement/install/test OpenID filter to authenticate user making product request.
· Yellow: On confluence server node implement/install/test OpenID filter to resolve groups permitted to access data sets in LAS request and authorize user making product request by group.
· Yellow: On data node LAS server implement/install/test code to set policy statement as to which groups can access a particular request.
· Yellow: On data node implement/install/test OpenID filter authenticate user making product request.
· Yellow: On data node implement/install/test OpenID filter test requests for data product results against the list of allowed groups policy created previously for each request.
Argonne tasks

· Red: End-user GridFTP Authorization enhancements, removal of token.
· Red: Callout, testing and documentation
· Red: Integrated testing with provided Authorization Service (dependent on Gateway team)
· Red: MyProxy Logon webstart application
· Red: Documentation of security architecture

· Yellow: LAS Security
· Blue: Automated registration, discovery and provisioning
ORNL tasks

· Blue: SRM enhancements (custom module) to allow low security enclave SRM to queue requests to be serviced by medium security SRM.

